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Unable to proceed to URL due to invalid certificate error in
Chrome

When you access Ezeelogin GUI from chrome, It may show a warning message "Your Connection is
Not Private'.It’s a message from your browser that informs you that the connection is not secure. One
possible cause of this error is that a self-signed certificate is installed on the server. Self-signed
certificates aren't trusted by browsers because they are generated by your server, not by a CA.

To access a website, your browser must check on the digital certificates installed on the server to make
sure that the site is up to privacy standards and safe to proceed. If your browser finds something wrong
with the certificate, it will stop you from accessing the site.

1.If you are using Windows OS. this is how the message is displayed on the
webpage;
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A

Your connection is not private

Attackers might be tnying to steal your information from 192.168.56.155 (lor example,

passwords, messages, or credit cands). Leam mone

ide advanced Back 1o salety

This server could not prove that it is 192.188.56.155; its security cerificate is not trusted

by wour computers OpEraing sysiem This may be caee®d by a mis :-_I'I'.I_'|I|rr'|t..'_ M or an

attacker inter cepting your connection

Froceed to 192 168.55.133 (wnsafe)

You can click on Proceed to 192.168.56.155(unsafe) and continue accessing your web page.

2.If you are using macOS this is how the message is displayed on the

webpage;
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45.77.173.143 normally uses encryption to protect your information. When Google
Chrome tried to connect to 45.77.173,143 this time, the website sent back unusual and
Incorrect credentials. This may happen when an attacker is trying to pretend to be
4577173143, or a Wi-Fi sign-in screan has interrupted the connection. Your
infarmation is still secure because Google Chrome stopped the connection before any

data was exchanged.

To continue browsing in macOS, right-click on browser -> inspect element -> console -> and paste
the below command then press enter.




sendCommand ( SecurityInterstitialCommandId.CMD PROCEED)

After doing the above you can continue browsing the Ezeelogin URL in macOS.
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