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How to add Active Directory as LDAP with non-administrator
user?

Overview: This article describes how to add Active Directory as LDAP in Ezeelogin using a non-
administrator user

Assign administrative privileges to the user in Active Directory and this will allow the user to bind AD
LDAP with Ezeelogin.

Step 1: Login to AD -> Server Manager -> Tools -> Active Directory Users and Computers.
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Step 2: In Active Directory Users and Computers navigate to the domain name-> right-click on the
user -> properties.
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Resets the password for the current selection.

Step 3: Click on Member Of -> Add -> Enter Administrator in object name field -> click Ok and
save the privilege.
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Step 4: Add the LDAP setting with the new user distinguish name and password with the search

base and save the settings.
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Step 5: Click on the LDAP in the Users tab to list all the users from AD based on the search base

specified in LDAP settings.
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