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‘Grant root privileges to the user “isotech” by adding
them to visudo file on the remote SSH server

Increase the PHP maximum execution time in seconds on the Gateway server. This
directive max_execution_time would specifiy the maximum time in seconds that a PHP script is
allowed to run before it’s terminated.

root @at eway ~# read -p "Enter new maxi num execution tinme (e.g.,
900): " tine &% sudo sed -i "s/”“max_execution_tine

=. */ max_execution_tinme = $tine/l" /etc/php/$(php -v | head -n 1 | awk
"{print $2}' | cut -d. -f1,2)/cli/php.ini

root @at eway~# read -p "Enter new nenory limt (e.g., 2G: " nenory
&% sudo sed -i "s/”Anmenory limt = */menory limt = $nenory/l"

etc/ php/ $(php -v | head -n 1 | awk '{print $2}' | cut -d.
-f1,2)/cli/php.ini
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root @at eway~# systenct|l restart apache2

Username &

isotech
Groups @
subssh

& Note: In order fo start using the Sub SSH User feature, a system user wouid be created (vith bash shell, 15 char long password, 4096 Bit RSA Key) using the below usernames on il servers. The gateway users would then login via ssh into the destination
servers as these system users which would be as defined in the Sub SSH User Maps. Also, it is recommended to disable password based authentication mechanism in sshd configuration on target servers as keys based authentication are more secure.
Press save to continue

Unmanaged &

A a A

echo "isotech ALL=(ALL) NOPASS /usr/bin/tcpdump" >> /etc/sudoers

SolusVM MasterSRV.com

root@gateway~# visudo —
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sudo visudo -c

eznoc.1001

: parsed OK

Step 3 - Login to the SolosVM Masters server. Change the user home directory and grant

permissions to the directory as shown below.

root@gateway~# usermod -d /home/isotech/kvm/iso isotech ; chmod 777 /home/isotech/kvm/iso

Ezeelogin 2 | Welcome, Administrator Logout
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